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Rimo3 Azure Subscription Linking Guide 

(Azure Marketplace) 
The purpose of this document is to outline the process to provision a Rimo3 tenant via 
Rimo3 Azure Marketplace listing.  
 
The Rimo3 platform at the simplest level takes the headache out of application lifecycle 
management in the context of proactively and automatically analyzing the impact of change 
as it relates to applications.  
At a slightly more detailed level, Rimo3 imports the application packages, tests them against 

a specified version of Windows in your network environment, and identifies of any impact of 

change or introduction to new platforms and releases. 

 

Prerequisites: 
 

• An Azure Subscription (subscription ID), with availability for a minimum of 56 Cores 
(4 per Virtual Machine) and at least 14 free IP addresses. 

• An identity that has Owner level rights on the Azure Subscription. 
 

Provisioning Process: 
 
Provide Rimo3 with your Azure Subscription ID – once provided, Rimo3 can create the Azure 
Marketplace offering (at least 48 hours’ notice is required). 

 
Rimo3 will provide a link to the Rimo3 Azure Marketplace offering. 
 
You will need to access the link using the Azure Subscription owner credentials.  
 
You will be presented with the Rimo3 Cloud (preview) listing, as per Figure 1: Rimo3 Cloud 
(preview) Azure Marketplace. 

https://rimo3.com/
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Figure 1: Rimo3 Cloud (preview) Azure Marketplace 

 
 

Click on Create. 
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Figure 2: Select Subscription and Region 

 
On the Basics tab, select your Azure Subscription and Create a new Resource Group. Select 
your preferred Azure Region, Figure 2: Select Subscription and Region. 
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Figure 3: VNet and Storage Account 

 
Rimo3 provides default values for the Virtual Network and the Storage Account, however 
you can create your own if preferred. Figure 3: VNet and Storage Account. 
 
When creating your own Virtual Network, please work with Rimo3 to ensure there will be 
sufficient IP addresses available for the required Virtual Machines. 
 
Also, if using an existing Virtual Network there may be challenges if there are Security 
Policies that are being applied. Please work with Rimo3 to ensure we have awareness and to 
overcome potential challenges.  
 

 

If you are planning on domain joining the Rimo3 resources, you will also need to 

consider if the new or existing subnet needs to be added to an Active Directory Site. 
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Figure 4: Gateway Configuration 

 
 

A local admin account must be created for the Gateway Virtual Machine. 
 
Resource names must be provided for the Gateway Virtual Machine, Disk and Network Card 
as per Figure 4: Gateway Configuration. 
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Figure 5: Rimo3 Tenant Details 

 

The next step is to provide the credentials being used to access the Rimo3 portal,  

Rimo3 will provide the name of the Rimo3 tenant and the credentials to you once a Rimo3 
tenant has been provisioned.  

Please note, you will likely want to change your password via the Rimo3 portal before 
entering it in the Rimo3 Cloud Registration.  

Once you have your Rimo3 tenant name and credentials, please input the details on the 
Registration page, Figure 5: Rimo3 Tenant Details. 
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Figure 6: Review and Create 

 

Review and confirm all the details that have been provided and click on Create when ready 

to provision the Rimo3 resources, Figure 6: Review and Create. 

You will then be presented with the Resource deployment progress page, Figure 7: Resource 

deployment, Figure 8: Resource deployment continued and Figure 9: Resource deployment 

complete. 
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Figure 7: Resource deployment 

 

Figure 8: Resource deployment continued 
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Figure 9: Resource deployment complete 

 

To confirm the Rimo3 resources are provisioned correctly, you can head to the Rimo3 

console and navigate to Advanced -> Status and confirm that the Gateway Virtual Machine is 

visible, Figure 10: Rimo3 Gateway. 

 

Figure 10: Rimo3 Gateway 
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Once the Gateway provision is confirmed we can now provision the Task Runner Virtual 

Machines. To achieve this, we must select the Current Operating System and the Destination 

Operating System.  

This is done by running the initial first run questionnaire, which can be navigated to via 

rimo3cloud.com/Cloud/Questionnaire/. Figure 11: Rimo3 first run. 

 

Figure 11: Rimo3 first run 

Follow the questionnaire through to completion and select your current Operating System 

Image and your desired state.  

Once you have selected your current Operating System and target Operating System the 

Rimo3 platform will provision the Task Runner Virtual Machines. The Advanced -> Status 

page will then be updated with the Task Runner Virtual Machine details, as per Figure 12: 

Task Runners. 

https://rimo3cloud.com/Cloud/Questionnaire/
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Figure 12: Task Runners 

We can now test an application.  

We recommend downloading a simple MSI file, e.g. Download (7-zip.org).  

Compress the MSI file into a Zip file. 

Proceed to onboard this Zip file to the Rimo3 platform.  

 

Figure 13: Onboard an application 

 

Figure 14: Upload a zip file 

Select Onboard from the Onboarding tab, Figure 13: Onboard an application, and select 

Upload, Figure 14: Upload a zip file. Browse to the Zip file that you created and submit, 

Figure 15: Submit a package 

https://7-zip.org/download.html
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Figure 15: Submit a package 

This process will trigger the application upload process, Figure 16: Application Upload. 

 

Figure 16: Application Upload 

Once uploaded the application will go through the Rimo3 Onboarding pipeline, where it will 

be Discovered and go through a Baseline Smoke Test against your current Operating System.  
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Figure 17: Discovery 

After onboarding is completed, it will show as per Figure 18: Onboarding Complete. 

 

Figure 18: Onboarding Complete 

 

From here we can view the Discovery information by clicking on the application name, 

Figure 19: Discovery Details. We can view the Discovery Process details by clicking on the 

Green Passed icon, and the same for viewing the details of the Baseline Smoke Test.  
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Figure 19: Discovery Details 

Finally, we can Modernise the application. From the Onboarding page, click on Modernize, 

Figure 20: Modernize. 

 

Figure 20: Modernize 

Click on Convert to MSIX, Figure 21: Convert to MSIX. 

 

Figure 21: Convert to MSIX 

Select the package you uploaded and submit.  

This will then trigger the application conversion process. The application will be converted to 

MSIX and will go through a post conversion smoke test, Figure 22: Modernization Result. 
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Figure 22: Modernization Result 

 

This now completes the onboarding process of: 

• Connecting your Azure environment to Rimo3. 

• Building the Rimo3 resources in your Azure Subscription. 

• Building the Gateway server and confirming provisioned successfully. 

• Provisioning the Task Runner Virtual Machines that are built with your current 

Operating System and target Operating System. 

• Tested manually uploading an application and onboarding. 

• Tested modernizing an onboarded application. 

 


